LIAISON SSL/TLS Certificate Renewal Notification 
Important Notice
If you have not already confirmed your contact information, please complete this online form https://resources.opentext.com/New_client_notification_system_Liaison.
	Purpose:
	SSL/TLS, Signing &/or Encryption Certificate Renewal

	Start Date:
	March 17, 2021

	Start Time:
	14:00 GMT

	End Date:
	March 17, 2021

	End Time:
	15:00 GMT

	Ticket Number:
	IM2623674

	Services Impacted:
	 DXP connections to tp1.liaison.com and tp1.forestexpress.com (including the AS2 service)

	Customer Impact:
	In an effort to maintain the appropriate security when connecting to the OpenText platform, we are renewing the SSL/TLS Signing and/or Encryption certificate for tp1.forestexpress.com on March 17, 2021 at 14:00 GMT.
This maintenance only impacts DXP connections to tp1.liaison.com and tp1.forestexpress.com (including the AS2 service).
 IMPORTANT NOTICE: CERTIFICATE AUTHORITY CHANGE 
from Go Daddy to Sectigo
Please ensure you install the new Sectigo Intermediate and Root CA certificates as needed.

	Certificate Information:
	Old certificate - tp1.forestexpress.com (Go Daddy)
Expiration date March 25, 2021
Serial Number: 00dacb284ab068da8e
Thumbprint: f3b920e6e68e433ae8ee82d7f296d5b205ec068d

	Action Required:
 
	1. If you or your trading community do not connect to this URL(s), no further action is required.
1. Customers that have trading partners that connect via this connectivity method are responsible for forwarding this notice to them. If you are unsure if your trading community uses this connection, please forward to your entire trading community to verify which URLs they are connecting on.
1. Check with your Network/Application Administrator to determine if your system will automatically self-exchange the new certificates or whether the new Sectigo certificates will have to be manually installed.
1. If manual installation is necessary, this change will require your Network Administrator to install the new certificate during the maintenance window noted above. Failure to install and trust the new certificates during the scheduled time will result in data file transaction failures.
1. If you did not receive a copy of the certificate and you require one for manual installation, please contact the OpenText | Liaison Support Team directly at 1-866-830-3600 opt. 4 or email support@liaison.com. Please reference the ticket number listed above.
To access the certificate file, please click on the link below.
Certificate Attachment:
tp1_forestexpress_com_03262022.zip
 

	Additional Information:
	Please contact your software vendor, as needed, for instructions on how to install the new certificates.

	After Change Actions:
	In the rare event that you do experience any connectivity issues after March 17, 2021 at 15:00 GMT timeframe, please contact your OpenText support team and reference the ticket number listed on this notification for prompt resolution.


Thank you for your cooperation. Please contact us if you have any questions or need additional assistance and reference the ticket number listed above. Our contact information is located at https://www.opentext.com/support/contact/bns-product-service-support. 
Global Customer Support
 
If you are not the correct person to receive this notification, please share this notification with the appropriate contact in your organization. To be removed from this distribution list, please click here. 
This message is intended for the addressee(s) only and may contain confidential and/or proprietary information. Unauthorized use or disclosure may be unlawful. Do not reply to this message.
**Get Notified - (Receive future Liaison service notifications)** https://resources.opentext.com/New_client_notification_system_Liaison
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